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OUTLINE 

 

Wireless communication is very appealing for a broad range of automation applications, including industrial process monitoring and 
control, home and factory automation, smart (industry, environment and agriculture), building and structural monitoring and energy 
management. Wireless communications in the automation domain impose a number of research challenges, such as communication 
dependability, bandwidth management, latency issues and energy efficiency. In dynamic environments, very challenging research 
issues arrive when non-functional properties, such as real-time behavior and adaptability, must be enforced. We solicit technical 
papers describing original ideas, theory, methodology and experiences from the design, implementation and deployment of wireless 
networks for industrial automation 

TOPICS 
 

 Advanced network architectures and protocols for industrial wireless sensor and actuator networks (WSANs) 
 Dependable wireless industrial networks 
 High-reliable and low-latency wireless industrial networks 
 Integration and coexistence of heterogeneous wireless networks 
 Networks performance, simulation, modelling and case studies of WSANs 
 Standardization effort for high dependable Industrial Internet of Things (IIoT) 
 Dependable wireless communications for smart factory, smart agriculture, and smart environment 
 Security and Safety concerns in IIoT 

 
 
 

A u t h o r ’ s  s c h e d u l e  (NEW!!!):     

  D e a d l i n e  f o r  s u b m i s s i o n  o f  s p e c i a l  s e s s i o n  p a p e r s :  

A p r i l  2 7,  2 0 1 8  

  N o t i f i c a t i o n  o f  a c c e p t a n c e  

June 1 ,  2 0 1 8  

  D e a d l i n e  f o r  s u b m i s s i o n  o f  f i n a l  m a n u s c r i p t s  

J uly  6 ,  2 0 1 8  


